**Izvestaj**

U nasoj aplikaciji postoje sledeće slabosti koji su niskog rizika:

1. Cookie No HttpOnly Flag
2. Cookie Without Secure Flag
3. Cross-Domain JavaScript Source File Inclusion
4. Kolacici su setovani bez HTTPOnly flag-a, sto znaci da se tom kolacicu može pristupiti putem JavaScript-a. Ako zlonamerna skripta moze da se pokrene na stranici, kolacicima ce se moci pristupiti. Ukoliko je u pitanju kolacic sesije, napadac moze doci do sesije.

Potrebno je proveriti da li je HTTPOnly flag postavljen za sve kolačiće.

1. Kolacici su setovani bez „secure flag“-a. Što znači da kolačićima mogu pristupiti nekodirane konekcije. Gde kolacici sadrže osetljive informacije ili token sesije potrebno je osigurati da je sigurnosni flag setovan.
2. Koriscenje skript fajla iz nepouzdanih izvora, sto olaksava manipulisanje javaskriptom i podmetanje zlonamerne skripte od strane napadaca. Koristiti skripte iz pouzdanih izvora.